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CHANCERY MULTI ACADEMY TRUST 

PRIVACY NOTICE 

 FOR VISITORS  

  

Under data protection law, individuals have a right to be informed about how the trust uses any 

personal data that we hold about them. We comply with this right by providing ‘privacy notices’ to 

individuals where we are processing their personal data. 

This privacy notice explains how we collect, store and use personal data about visitors to the trust, 

in line with the General Data Protection Regulation (GDPR) and the Data Protection Act 2018. 

We, Chancery Multi Academy Trust, are the ‘data controller’ for the purposes of data protection 

law. This means that we are responsible for deciding how we hold and use personal information 

about you.  

Our data protection officer is Jenny Whiston (see ‘Contact us’ below). 

 

The categories of information that we process 

Personal data that we may collect, use, store and share (when appropriate) about you includes, 

but is not restricted to:  

• Name 

• Contact details  

• Information relating to your visit, e.g. your company or organisation name, arrival and 
departure time, car number plate 

• Photographs for identification purposes for the duration of your visit 

• CCTV images captured on trust sites 

• Information about any access arrangements you may need 

 

Why we collect and store this information 

We use this data to: 

• Identify you and keep you safe while on the trust sites 

• Keep pupils and staff safe 

• Maintain accurate records of visits to the trust sites 

• Provide appropriate access arrangements 
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Our lawful basis for using this data 

We only collect and use your personal data when the law allows us to. Most commonly, we 

process it where we need to comply with our legal obligation to keep our pupils and staff safe 

while on the trust premises. 

Less commonly, we may also process your personal data in situations where: 

• We need it to perform an official task in the public interest 

• We have obtained consent to use it in a certain way 

• We need to protect someone’s vital interests (save your life, or someone else’s) 

Where we have obtained consent, this consent can be withdrawn at any time. We will make this 

clear when we ask for consent, and explain how to withdraw it. 

Some of the reasons listed above for collecting and using personal information about you overlap, 

and there may be several grounds which justify our use of your data. 

 

Collecting this information 

Some of the information we collect from you is mandatory, and in some cases you can choose 

whether or not to provide the information to us. 

Whenever we seek to collect information from you, we make it clear whether you must provide 

this information (and if so, what the possible consequences are of not complying), or whether you 

have a choice. 

We will only collect the data that we need in order to fulfil our purposes, which are set out above.   

 

Storing this information  

We will keep your personal data while you are visiting our trust premises. We may also keep it 

beyond this, if necessary, to comply with our legal obligations.  

Our retention schedule sets out how long we keep information about visitors.  To request a copy 

of our retention schedule contact the DPO. 

We have put in place appropriate security measures to prevent your personal information from 

being accidentally lost, used or accessed in an unauthorised way, altered or disclosed.   

We will dispose of your personal data securely when we no longer need it. 

 

Who we share this information with 

We do not share information about visitors with any third party without consent unless the law 

and our policies allow us to do so. 

Where it is legally required, or necessary (and it complies with data protection law) we may share 

personal information about visitors with: 

• Our local authority – to meet our legal obligations to share certain information with it, such 
as where the visitor information is relevant to a safeguarding concern  
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• The Department for Education 

• Educators and examining bodies 

• Our regulator e.g. Ofsted 

• Suppliers and service providers – to enable them to provide the service we have contracted 
them for 

• Central and local government 

• Survey and research organisations 

• Health authorities 

• Security organisations 

• Health and social welfare organisations 

• Professional advisers and consultants 

• Charities and voluntary organisations 

• Police forces, courts, tribunals 

• Professional bodies 

• The organisation/company you are representing 

 

Requesting access to your personal data 

The UK-GDPR gives you certain rights about how your information is collected and used. To make a request 

for your personal information, contact the Data Protection Officer, Jenny Whiston, on 

dpo@chancerytrust.co.uk.  

You also have the following rights: 

• the right to be informed about the collection and use of your personal data – this is called 
’right to be informed’. 

• the right to ask us for copies of personal information we have about you – this is called 
’right of access’, this is also known as a subject access request, data subject access request 
or right of access request. 

• the right to ask us to change any information you think is not accurate or complete – this is 
called ‘right to rectification’. 

• the right to ask us to delete your personal information – this is called ‘right to erasure’ 

• the right to ask us to stop using your information – this is called ‘right to restriction of 
processing’. 

• the ‘right to object to processing’ of your information, in certain circumstances 

• rights in relation to automated decision making and profiling. 

• the right to withdraw consent at any time (where relevant). 

• the right to complain to the Information Commissioner if you feel we have not used your 
information in the right way. 

 

mailto:dpo@chancerytrust.co.uk
https://www.gov.uk/government/publications/requesting-your-personal-information/requesting-your-personal-information#your-rights
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There are legitimate reasons why we may refuse your information rights request, which depends 

on why we are processing it. For example, some rights will not apply: 

• right to erasure does not apply when the lawful basis for processing is legal obligation or 
public task. 

• right to portability does not apply when the lawful basis for processing is legal obligation, 
vital interests, public task or legitimate interests. 

• right to object does not apply when the lawful basis for processing is contract, legal 
obligation or vital interests. And if the lawful basis is consent, you don’t have the right to 
object, but you have the right to withdraw consent. 

If you have a concern about the way we are collecting or using your personal data, you should 

raise your concern with us in the first instance or directly to the Information Commissioner’s 

Office at raise a concern with ICO 

 

Withdrawal of consent and the right to lodge a complaint  

Where we are processing your personal data with your consent, you have the right to withdraw 

that consent. If you change your mind, or you are unhappy with our use of your personal data, 

please let us know by contacting the Data Protection Officer, Jenny Whiston, on 

dpo@chancerytrust.co.uk.  

 

Last updated 

We may need to update this privacy notice periodically so we recommend that you revisit this 

information from time to time. This version was last updated in October 2024. 

 

Contact 

If you would like to discuss anything in this privacy notice, please contact the Data Protection 

Officer, Jenny Whiston, on dpo@chancerytrust.co.uk. 

 

https://ico.org.uk/concerns/
mailto:dpo@chancerytrust.co.uk
mailto:dpo@chancerytrust.co.uk

